Introduction

Security Assertion Markup Language (SAML) is a single sign-on login standard that RiskVision uses to authenticate and authorize users. For more
information on SAML, see the OASIS technical overview.

These technical notes will cover how to

e |nstall and configure the Shibboleth Service Provider;

e Configure the SAML Identity Provider, Apache, and Tomcat;
e Activate and configure connectors in RiskVision;

e Enable Single Sign-On Login in SAML; and

e Establish and manage roles in RiskVision.

Supported Versions

Resolver supports Shibboleth version 2.5.3 and below in RiskVision versions 7.5 to 9.6. These technical notes only cover the installation of
Shibboleth on Windows platforms.



