Compliance Dashboard Overview

The Compliance Dashboard was designed to allow executives, information security officers, and security and
compliance teams to easily monitor, track, and review compliance and remediation statuses and scorecards for
relevant business units or groups within a program.

Charts include average, lowest, and trending compliance scores, the number of open assessments and mitigations,
and more. For details on the charts and data displayed on this dashboard, see the Compliance Dashboard Charts &
Data article. For information on viewing the dashboard, see the Access & View the Compliance Dashboard article.

The Compliance Dashboard data is updated via theReport Summary
Builder (which must be run firsthnd Trending Data Collection for

CM dashboard scheduled jobs. SeeManage Jobsfor more
information.
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The Compliance Dashboard.




