
Secure Your Jaspersoft Installation

After installing JasperReports Server, please perform the following steps to secure the installation.

By default, two Jasper users are created internally when JasperReports Server is installed:  rvJasperUser  and
sysadmin .

rvJasperUser: This user is created for the tenant, which is used for RiskVision web services. Do not delete
the internal user rvJasperUser   because you will lose web services connectivity from RiskVision to the
JasperReports Server.

You can change the rvJasperUser's  password, or replace the internal user with another user.
When you replace the rvJasperUser  user, RiskVision recommends assigning only the
ROLE_USER  role to the newly-created user. To do so, configure the following properties in the
agiliance.properties  file on the RiskVision server:

jasper.rvUserWebServiceUser=

jasper.rvUserWebServicePwd=

sysadmin: This is the root user for the JasperReports Server. By default, the password is agiliance . To
secure the user account, log on to the JasperReports Server, then change the password.


