
Use NTLM for Authentication

To use NTLM for user authentication, configure the LDAP Authentication Connector . Add the following properties
to the config\agiliance.properties  file on the RiskVision Server. Create the properties file if it does not
exist.

 Property  Description

authentication.processing.filter=ntlmAuthenticationProcessingFilter

The default value is

AuthenticationProcessingFilter.

The values are case-sensitive.

This property is used to make

sure that all requests are from

authenticated sessions. 

ntlm.default.domain=

Specify one property or the

other. The system can find the

controller for a given domain

name.

authentication.allow.ntlm=true

Set this property to true to

provide a Login with Windows

credentials link to the RiskVision

login page. 

To use NTLM authentication, add the RiskVision Server to your browser(s) as a trusted NTLM server host. The
procedure for each of the supported browsers is different. 


