
Back up the RiskVision Configuration

To back up the RiskVision configuration, create a backup folder outside the folder %AGILIANCE_HOME%  and copy
the following files and directories to the backup directory.
%AGILIANCE_HOME%\install

%AGILIANCE_HOME%\apache2

%AGILIANCE_HOME%\backup

%AGILIANCE_HOME%\config

%AGILIANCE_HOME%\data

%AGILIANCE_HOME%\java

%AGILIANCE_HOME%\Tomcat

%AGILIANCE_HOME%\MySql

For the Oracle database, it is not required to back up the Schema User account, because the Schema User account
can be reinitialized by following the steps mentioned in the Setting up the Oracle Database .

Using the above files, back up each host in the N-Tier RiskVision installation. This includes servers with Apache,
Tomcat, and the database.

When performing an upgrade, the database dump and data files must be
available. The data files reside in RiskVision's data folder, which by default
resides in the folder %AGILIANCE_HOME%\data . If some of the data subfolders have
been relocated using the file agiliance.properties  in the config folder, make
sure that these folders are available and accessible.


